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SUMMARY: In accordance with Section
763 and Section 766 of Title VII (“Title
VII”) of the Dodd-Frank Wall Street
Reform and Consumer Protection Act
(the “Dodd-Frank Act”), the Securities
and Exchange Commission (“SEC” or
“Commission”) is adopting Regulation
SBSR—Reporting and Dissemination of
Security-Based Swap Information
(“Regulation SBSR”’) under the
Securities Exchange Act of 1934
(“Exchange Act”). Regulation SBSR
provides for the reporting of security-
based swap information to registered
security-based swap data repositories
(“registered SDRs”) or the Commission,
and the public dissemination of
Security-based swap transaction,
volume, and pricing information by
registered SDRs. Registered SDRs are
required to establish and maintain
certain policies and procedures
regarding how transaction data are
reported and disseminated, and
participants of registered SDRs that are
registered security-based swap dealers
or registered major security-based swap
participants are required to establish
and maintain policies and procedures
that are reasonably designed to ensure
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reporting obligations. Regulation SBSR
contains provisions that address the
application of the regulatory reporting
and public dissemination requirements
to cross-border security-based swap
activity as well as provisions for
permitting market participants to satisfy
these requirements through substituted
compliance. Finally, Regulation SBSR
will require a registered SDR to register
with the Commission as a securities
information processor.
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Compliance Date: For Rules 900, 907,
and 909 of Regulation SBSR, the
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1. Introduction

The Commission is adopting
Regulation SBSR, which implements the

requirements for regulatory reporting
and public dissemination of security-
based swap transactions set forth in
Title VII of the Dodd-Frank Act.? The
Dodd-Frank Act was enacted, among
other reasons, to promote the financial
stability of the United States by
improving accountability and
transparency in the financial system.2
The 2008 financial crisis highlighted
significant issues in the over-the-
counter (“OTC”) derivatives markets,
which experienced dramatic growth in
the years leading up to the financial
crisis and are capable of affecting
significant sectors of the U.S. economy.
Title VII of the Dodd-Frank Act provides
for a comprehensive new regulatory
framework for swaps and security-based
swaps, by, among other things: (1)
Providing for the registration and
comprehensive regulation of swap
dealers, security-based swap dealers,
major swap participants, and major
security-based swap participants; (2)
imposing clearing and trade execution
requirements on swaps and security-
based swaps, subject to certain
exceptions; (3) creating recordkeeping,
regulatory reporting, and public
dissemination requirements for swaps
and security-based swaps; and (4)
enhancing the rulemaking and
enforcement authorities of the
Commission and the Commodity
Futures Trading Commission (“CFTC”).

The Commission initially proposed
Regulation SBSR in November 2010.3 In
May 2013, the Commission re-proposed
the entirety of Regulation SBSR as part
of the Cross-Border Proposing Release 4
and re-opened the comment period for
all of its other outstanding Title VII
rulemakings.5

The Commission received 86
comments that were specifically
directed to the comment file (File No.
S7-34-10) for the Regulation SBSR
Proposing Release, of which 38 were
comments submitted in response to the
re-opening of the comment period.® Of
the comments directed to the comment
file (File No. S7—-02-13) for the Cross-

1Public Law 111-203, 124 Stat. 1376 (2010).

2 See Public Law 111-203, Preamble.

3 See Securities Exchange Act Release No. 63346
(November 19, 2010), 75 FR 75207 (December 2,
2010) (“Regulation SBSR Proposing Release™).

4 See Securities Exchange Act Release No. 69490
(May 1, 2013), 78 FR 30967 (May 23, 2013) (‘“Cross-
Border Proposing Release”).

5 See Securities Exchange Act Release No. 69491
(May 1, 2013), 78 FR 30799 (May 23, 2013).

6 However, one comment that was specifically
directed to the comment file for the Regulation
SBSR Proposing Release exclusively addressed
issues related to clearing “debt swaps.” See Hamlet
Letter. Because the subject matter of this comment
letter is beyond the scope of Regulation SBSR, the
Commission is not addressing this comment.

Border Proposing Release, six
referenced Regulation SBSR
specifically, while many others
addressed cross-border issues generally,
without specifically referring to
Regulation SBSR. The Commission also
has considered other comments
germane to regulatory reporting and/or
public dissemination of security-based
swaps that were submitted in other
contexts. The comments discussed in
this release are listed in the Appendix
to the release.

The Commission is now adopting
Regulation SBSR largely as re-proposed,
with certain revisions suggested by
commenters or designed to clarify the
rules. In addition, in separate releases,
as discussed below, the Commission
also is adopting rules relating to SDR
registration, duties, and core principles
(the “SDR Adopting Release”) 7 and is
proposing certain rules, amendments,
and guidance relating to Regulation
SBSR (“Regulation SBSR Proposed
Amendments Release”).8 The principal
aspects of Regulation SBSR—which, as
adopted, consists of ten rules, Rules 900
to 909 under the Exchange Act *—are
briefly described immediately below. A
detailed discussion of each rule within
Regulation SBSR, as well as how these
rules interact with the rules in the SDR
Adopting Release, follows in the body of
this release.10

A. Summary of Final Regulation SBSR

Rule 900, as adopted, sets forth the
definitions used throughout Regulation
SBSR. The defined terms are discussed
in connection with the rules in which
they appear.

Rule 901(a), as adopted, assigns the
reporting obligation for all security-
based swaps except for the following:
(1) Clearing transactions; 1* (2) security-
based swap transactions executed on a
platform 12 that will be submitted to
clearing; (3) transactions where there is
no U.S. person, registered security-

7 See Securities Exchange Act Release No. 74246
(February 11, 2015).

8 See Securities Exchange Act Release No. 74245
(February 11, 2015).

915 U.S.C. 78a et seq. All references in this
release to the Exchange Act refer to the Securities
Exchange Act of 1934.

101f any of the provisions of these rules, or the
application thereof to any person or circumstance,
is held to be invalid, such invalidity shall not affect
other provisions or application of such provisions
to other persons or circumstances that can be given
effect without the invalid provision or application.

11 A “clearing transaction” is defined as “a
security-based swap that has a registered clearing
agency as a direct counterparty.” See Rule 900(g).

12 A “platform” is defined as a “national
securities exchange or security-based swap
execution facility that is registered or exempt from
registration.”” See Rule 900(v); infra note 199 and
accompanying text (discussing the definition of
“platform™).
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based swap dealer, or registered major
security-based swap participant on
either side; and (4) transactions where
there is no registered security-based
swap dealer or registered major security-
based swap participant on either side
and there is a U.S. person on only one
side. For purposes of this release, the
Commission uses the term ‘“covered
transactions” to refer to all security-
based swaps other than those listed in
the four categories above; all covered
transactions shall be reported in the
manner set forth in Regulation SBSR, as
adopted. For covered transactions, Rule
901(a) assigns the duty to report to one
side of the transaction (the “reporting
side”). The “reporting hierarchy”
established in Rule 901(a) is based,
where possible, on the registration
status (e.g., registration as a security-
based swap dealer or major security-
based swap participant) of the direct
and indirect counterparties to the
transaction. In the Regulation SBSR
Proposed Amendments Release, the
Commission is proposing amendments
to Rule 901(a) that would impose
reporting obligations for security-based
swaps in categories one and two above
(i.e., clearing transactions and security-
based swap transactions executed on a
platform and that will be submitted to
clearing).

Rule 901(b), as adopted, provides that
if there is no registered security-based
swap data repository (‘““SDR”) that will
accept the report, the reporting side
must report the transaction to the
Commission.13

Rule 901(c) sets forth the primary
trade information and Rule 901(d) sets
forth the secondary trade information
that must be reported. For most
transactions, the Rule 901(c)
information will be publicly
disseminated. Information reported
pursuant to Rule 901(d) is for regulatory
purposes only and will not be publicly
disseminated.

Rule 901(e) requires the reporting of
life cycle events to the entity to which
the original transaction was reported.

Rule 901(i) requires reporting, to the
extent the information is available, of
security-based swaps entered into before
the date of enactment of the Dodd-Frank
Act (“pre-enactment security-based
swaps’’) and security-based swaps
entered into after the date of enactment
but before Rule 901 becomes fully
operative (“transitional security-based
swaps”’).

13 A “registered security-based swap data
repository” is defined as ““a person that is registered
with the Commission as a security-based swap data
repository pursuant to Section 13(n) of the
Exchange Act (15 U.S.C. 78m(n)) and any rules or
regulations thereunder.” See Rule 900(ff).

B. Role of Registered SDRs

Rule 902(a) requires a registered SDR
to publicly disseminate a transaction
report immediately upon receipt of
information about a security-based
swap, except in certain limited
circumstances. Pursuant to Rule 902(a),
the published transaction report must
consist of all the information reported
pursuant to Rule 901(c), plus any
condition flag contemplated by the
registered SDR’s policies and
procedures that are required by Rule
907. Rule 901(f) requires a registered
SDR to timestamp any information
submitted to it pursuant to Rule 901(c),
(d), (e), or (i), and Rule 901(g) requires
a registered SDR to assign a transaction
ID to each security-based swap.

Rule 907(a) requires a registered SDR
to establish and maintain written
policies and procedures that detail how
it will receive and publicly disseminate
security-based swap transaction
information. For example, Rule
907(a)(1) requires policies and
procedures that enumerate the specific
data elements of a security-based swap
that must be reported to the registered
SDR, including the data elements
specified in Rules 901(c) and 901(d).
Rule 907(a)(2) requires policies and
procedures that specify one or more
acceptable data formats, connectivity
requirements, and other protocols for
submitting information. Rules 907(a)(3)
and 907(a)(4) require policies and
procedures for assigning condition flags
to the appropriate transaction reports. In
addition, Rule 907(c) requires a
registered SDR to make its policies and
procedures available on its Web site.

Rule 907(e) requires a registered SDR
to provide to the Commission, upon
request, information or reports related to
the timeliness, accuracy, and
completeness of data reported to it
pursuant to Regulation SBSR and the
registered SDR’s policies and
procedures established thereunder.

Finally, Rule 909 requires a registered
SDR also to register with the
Commission as a securities information
processor (“SIP”).

C. Unique Identification Codes

Rule 903 requires a registered SDR to
use ‘“‘unique identification codes”
(“UICs”) to specifically identify a
variety of persons and things. The
following UICs are specifically required
by Regulation SBSR: Counterparty ID,
product ID, transaction ID, broker ID,
branch ID, trading desk ID, trader ID,
platform ID, and ultimate parent ID.

Rule 906(b) requires each participant
of a registered SDR to provide the
registered SDR with information

sufficient to identify the participant’s
ultimate parent(s) and any affiliate(s) of
the participant that are also participants
of the registered SDR.

Rule 903(a) provides that, if an
internationally recognized standards-
setting system (“IRSS”’) meeting certain
criteria is recognized by the
Commission and has assigned a UIC to
a person, unit of a person, or product (or
has endorsed a methodology for
assigning transaction IDs), that UIC
must be used by all registered SDRs and
their participants in carrying out duties
under Regulation SBSR. If the
Commission has not recognized an
IRSS—or if the Commission-recognized
IRSS has not assigned a UIC to a
particular person or thing—the
registered SDR is required to assign a
UIC using its own methodology.
Additionally, Rule 903(a) provides that,
if the Commission has recognized such
a system that assigns UICs to persons,
each participant of a registered SDR
shall obtain a UIC from or through that
system for identifying itself, and each
participant that acts as a guarantor of a
direct counterparty’s performance of
any obligation under a security-based
swap that is subject to Rule 908(a) shall,
if the direct counterparty has not
already done so, obtain a UIC for
identifying the direct counterparty from
or through that system, if that system
permits third-party registration without
a requirement to obtain prior permission
of the direct counterparty. As discussed
further in Section X(B)(2), infra, the
Commission recognizes the Global LEI
System (“GLEIS”’), administered by the
Regulatory Oversight Committee
(“ROC”), as meeting the criteria
specified in Rule 903. The Commission
may, on its own initiative or upon
request, evaluate other IRSSs and decide
whether to recognize such other
systems.

D. Public Dissemination and Block
Trades

Section 13(m)(1)(B) of the Exchange
Act 14 authorizes the Commission “to
make security-based swap transaction
and pricing data available to the public
in such form and at such times as the
Commission determines appropriate to
enhance price discovery.” Section
13(m)(1)(C) of the Exchange Act 15
identifies four categories of security-
based swaps and authorizes the
Commission “‘to provide by rule for the
public availability of security-based
swap transaction, volume, and pricing
data.” Section 13(m)(1)(C) further
provides that, with respect to each of

1415 U.S.C. 78m(m)(1)(B).
1515 U.S.C. 78m(m)(1)(C).
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these four categories of security-based
swaps, “‘the Commission shall require
real-time public reporting for such
transactions.” Section 13(m)(1)(D) of the
Exchange Act 16 provides that the
Commission may require registered
entities (such as registered SDRs) to
publicly disseminate the security-based
swap transaction and pricing data
required to be reported under Section
13(m) of the Exchange Act. Finally,
Section 13(n)(5)(D)(ii) of the Exchange
Act17 requires SDRs to provide security-
based swap information “in such form
and at such frequency as the
Commission may require to comply
with public reporting requirements.”

Under Rule 902, as adopted, a
registered SDR must, immediately upon
receiving a transaction report of a
security-based swap, publicly
disseminate the primary trade
information of that transaction, along
with any condition flags.

In addition, Section 13(m)(1)(E) of the
Exchange Act 18 requires the
Commission rule for real-time public
dissemination of cleared security-based
swaps to: (1) “specify the criteria for
determining what constitutes a large
notional security-based swap
transaction (block trade) for particular
markets and contracts”’; and (2) “specify
the appropriate time delay for reporting
large notional security-based swap
transactions (block trades) to the
public.” Section 13m(1)(E)(iv) of the
Exchange Act 19 requires the
Commission rule for real-time public
dissemination of security-based swaps
that are not cleared at a registered
clearing agency but reported to a
registered SDR to contain provisions
that “take into account whether the
public disclosure [of transaction and
pricing data for security-based swaps]
will materially reduce market
liquidity.”

As discussed in detail below, in
response to the comments received and
in light of the fact that the Commission
has not yet proposed block thresholds,
the Commission is adopting final rules
that require all security-based swaps—
regardless of their notional amount—to
be reported to a registered SDR at any
point up to 24 hours after the time of
execution.2? The registered SDR will be
required, as with all other
dissemination-eligible transactions, to

1615 U.S.C. 78m(m)(1)(D).

1715 U.S.C. 78m(n)(5)(D)(ii).

1815 U.S.C. 13m(m)(1)(E).

1915 U.S.C. 13m(m)(1)(E)(iv).

20 As discussed in more detail in Section VII(B),
infra, if reporting would take place on a non-
business day (i.e., a Saturday, Sunday or U.S.
federal holiday), reporting would instead be
required by the same time on the next business day.

publicly disseminate a report of the
transaction immediately and
automatically upon receipt of the
information from the reporting side.

Although the Commission is adopting
final rules relating to regulatory
reporting and public dissemination of
security-based swaps, it intends for the
rules relating to public dissemination to
apply only on an interim basis. This
interim approach is designed to address
the concerns of commenters who
believed that a public dissemination
regime with inappropriately small block
trade thresholds could harm market
liquidity, and who argued that market
participants would need an extended
phase-in period to achieve real-time
reporting. In connection with its future
rulemaking about block thresholds, the
Commission anticipates seeking public
comment on issues related to block
trades. Given the establishment of this
interim phase, the Commission is not
adopting any other proposed rules
relating to block trades.

E. Cross-Border Issues

Regulation SBSR, as initially
proposed, included Rule 908, which
addressed when Regulation SBSR
would apply to cross-border security-
based swaps and counterparties of
security-based swaps. The Commission
re-proposed Rule 908 with substantial
revisions as part of the Cross-Border
Proposing Release. The Commission is
now adopting Rule 908 substantially as
re-proposed with some modifications, as
discussed in Section XV, infra.2?

Under Rule 908, as adopted, any
security-based swap involving a U.S.
person, whether as a direct counterparty
or as a guarantor, must be reported to a
registered SDR, regardless of where the
transaction is executed.22 Furthermore,
any security-based swap involving a
registered security-based swap dealer or
registered major security-based swap
participant, whether as a direct
counterparty or as a guarantor, also
must be reported to a registered SDR,
regardless of where the transaction is
executed. In addition, any security-
based swap that is accepted for clearing
by a registered clearing agency having
its principal place of business in the

21 The Commission anticipates seeking further
public comment on the application of Regulation
SBSR to: (1) Security-based swaps where there is no
U.S. person, registered security-based swap dealer,
or registered major security-based swap participant
on either side; and (2) transactions where there is
no registered security-based swap dealer or
registered major security-based swap participant on
either side and there is a U.S. person on only one
side.

22 See also Section II(B)(3) and note 139, infra
(describing the type of guarantees that could cause
a transaction to be subject to Regulation SBSR).

United States must be reported to a
registered SDR, regardless of the
registration status or U.S. person status
of the counterparties and regardless of
where the transaction is executed.

In the Cross-Border Proposing
Release, the Commission proposed a
new paragraph (c) to Rule 908, which
contemplated a regime for allowing
“substituted compliance” for regulatory
reporting and public dissemination with
respect to individual foreign
jurisdictions. Under this approach,
compliance with the foreign
jurisdiction’s rules could be substituted
for compliance with the Commission’s
Title VII rules, in this case Regulation
SBSR. Final Rule 908(c) allows
interested parties to request a
substituted compliance determination
with respect to a foreign jurisdiction’s
regulatory reporting and public
dissemination requirements, and sets
forth the standards that the Commission
would use in determining whether the
foreign requirements were comparable.

F. Compliance Dates

For Rules 900, 907, and 909 of
Regulation SBSR, the compliance date is
the effective date of this release. For
Rules 901, 902, 903, 904, 905, 906, and
908 of Regulation SBSR, a new
compliance schedule is being proposed
in the Regulation SBSR Proposed
Amendments Release. Accordingly,
compliance with Rules 901, 902, 903,
904, 905, 906, and 908 is not required
until the Commission establishes
compliance dates for those rules.

Rules 910 and 911, as proposed and
re-proposed, would have established
compliance dates and imposed certain
restrictions, respectively, during
Regulation SBSR’s phase-in period. For
reasons discussed in the Regulation
SBSR Proposed Amendments Release,
the Commission has determined not to
adopt Rule 910 or 911.23

II. Information Required To Be
Reported

A. Primary Trade Information—Rule
901(c)

1. Description of Re-Proposed Rule

Rule 901(c), as re-proposed, would
have required the reporting of the
following primary trade information in
real time, which information would

23 Thus, Regulation SBSR, as adopted, consists of
Rules 900 through 909 under the Exchange Act.
Conforming changes have been made throughout
Regulation SBSR to replace references to
8§ 242.900 through 242.911” to ““§§ 242.900
through 242.909.” In addition, the defined terms
“registration date” and ‘“phase-in period” which
appeared in re-proposed Rules 910 and 911,
respectively, are not being defined in final Rule
900.
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then be publicly disseminated: (1) The
asset class of the security-based swap
and, if the security-based swap is an
equity derivative, whether it is a total
return swap or is otherwise designed to
offer risks and returns proportional to a
position in the equity security or
securities on which the security-based
swap is based; (2) information that
identifies the security-based swap
instrument and the specific asset(s) or
issuer(s) of any security on which the
security-based swap is based; (3) the
notional amount(s), and the currenc(ies)
in which the notional amount(s) is (are)
expressed; (4) the date and time, to the
second, of execution, expressed using
Coordinated Universal Time (UTC); (5)
the effective date; (6) the scheduled
termination date; (7) the price; (8) the
terms of any fixed or floating rate
payments, and the frequency of any
payments; (9) whether or not the
security-based swap will be cleared by
a clearing agency; (10) if both
counterparties to a security-based swap
are registered security-based swap
dealers, an indication to that effect; (11)
if applicable, an indication that the
transaction does not accurately reflect
the market; and (12) if the security-
based swap is customized to the extent
that the information in items (1) through
(11) above does not provide all of the
material information necessary to
identify such customized security-based
swap or does not contain the data
elements necessary to calculate the
price, an indication to that effect.

2. Discussion of Final Rule 901(c) and
Response to Comments

a. General Approach to Required
Information

Rules 901(c) and 901(d), as adopted,
require the reporting of general
categories of information, without
enumerating specific data elements that
must be reported, except in limited
cases. The Commission has made minor
revisions to the introductory language of
Rule 901(c).24

24 The first sentence of re-proposed Rule 901(c),
which would have required real-time public
dissemination of certain data elements, would have
stated, in relevant part, “For any security-based
swap that must be publicly disseminated pursuant
to §§242.902 and 242.908 and for which it is the
reporting side, the reporting side shall report the
following information . . .” The information
required to be reported pursuant to Rule 901(c)
must be reported for all covered transactions, even
though Rule 902(c) provides that certain security-
based swap transactions are not subject to public
dissemination. Accordingly, the Commission is not
including in final Rule 901(c) the phrase “For any
security-based swap that must be publicly
disseminated pursuant to §§ 242.902 and 242.908
and for which it is the reporting side . . .” In
addition, as discussed in Section VII(B)(1), infra,
Rule 901(c), as adopted, provides that the reporting

In addition, Rule 907(a)(1), as
adopted, requires each registered SDR to
establish, maintain, and make publicly
available policies and procedures that,
among other things, specify the data
elements that must be reported.25
Commenters expressed mixed views
regarding this approach. One
commenter expressed the view that
“any required data should be clearly
established by the Commission in its
rules and not decided in part by
[SDRs].” 26 This commenter further
asked the Commission to clarify that
any additional fields provided by
registered SDRs for reporting would be
optional.2? Two commenters, however,
supported the Commission’s approach
of providing registered SDRs with the
authority to define relevant fields on the
basis of general guidelines as set by the
SEC.28 One of these commenters noted
that it would be difficult for the
Commission to specify the security-
based swap data fields because security-
based swaps are complex products that
may require a large number of data
fields to be electronically confirmed.29
In addition, the commenter stated that
electronic methods for processing
existing and new security-based swaps
continue to be developed; accordingly,
the commenter stated that establishing a
detailed list of reportable fields for each
category of security-based swap would
be impracticable because such a system
“will be outdated with every new
product launch or change in market
practice,” and would result in a
“regulatory scheme that is continuously
lagging behind the market.” 30 The
commenter cautioned, however, that the
Commission must assure that there is
consistency among the data fields
collected and reported by registered
SDRs in the same asset class so that it
would be possible to consolidate the
data.31

The Commission shares the
commenter’s concerns about the
potential difficulties of consolidating

side shall report the information specified in Rule
901(c) within the timeframe specified by Rule
901(j).

25 See infra Section V.

26JSDA 1V at 8.

27 See id. at 9.

28 See MarkitSERV I at 10; Barnard I at 2 (also
supporting the proposed categories of information
that would be required to be reported for public
dissemination).

29 See MarkitSERV I at 9-10. The commenter
stated, for example, that the confirmation for a new
“standard” credit default swap (“CDS”’) would
contain 35 to 50 data fields, depending on the
structure of the CDS, and the confirmation for other
CDS products and life cycle events combined
would require a total of 160 data fields. See id. at
note 37.

30 MarkitSERV I at 10.

31 See MarkitSERV I at 10.

data if there are multiple registered
SDRs in the same asset class and each
establishes different data elements for
information that must be reported.
Enumerating specific data elements
required to be reported could help to
promote consistency among the data
fields if there are multiple registered
SDRs in the same asset class. In
addition, as discussed more fully below,
such an approach would be more
consistent with the approach taken by
the CFTC’s swap reporting rules. The
Commission also acknowledges the
comment that the Commission’s rules,
rather than the policies and procedures
of a registered SDR, should specify the
information required to be reported.
However, the Commission believes on
balance that establishing broad
categories of required information will
more easily accommodate new types of
security-based swaps and new
conventions for capturing and reporting
transaction data. The Commission
agrees with the commenter who
expressed the view that a rule that
attempted to enumerate the required
data elements for each category of
security-based swap could become
outdated with each new product,
resulting in a regulatory framework that
constantly lagged the market and would
need to be updated.32 The Commission
believes that a standards-based
approach will more easily accommodate
new security-based swap reporting
protocols or languages, as well as new
market conventions, including new
conventions for describing the data
elements that must be reported.

One group of commenters noted that
the CFTC provided greater specificity
regarding the information to be
reported.3? Several commenters
generally urged the Commission and the
CFTC to establish consistent reporting
obligations to reduce the cost of
implementing both agencies’ reporting
rules.34

32 See id.

33 See ISDA/SIFMA 1 at 6.

34 See Better Markets I at 2; Cleary II at 3, 21 note
61 (noting that a consistent approach between the
two agencies would address the reporting of mixed
swaps); ISDA/SIFMA I at 6; J.P. Morgan Letter at 14;
ISDA IV at 1-2 (generally urging that the
Commission align, wherever possible and practical,
with the CFTC reporting rules). The last commenter
also noted that reporting of mixed swaps will be
difficult if Regulation SBSR requires a different
reporting counterparty from the CFTC’s swap data
reporting rules or if transaction identifiers are not
conformed to the CFTC approach, see ISDA IV at
4, 11, and urged the Commission to coordinate with
the CFTC on a uniform approach to the time of
execution for mixed swaps, see id. at 14. A mixed
swap is a swap that is subject to both the
jurisdiction of the CFTC and SEC, and, absent a
joint order of the CFTC and SEC with respect to the
mixed swap, as described in Rule 3a67—4(c) under

Continued
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The Commission agrees that it would
be beneficial to harmonize, to the extent
practicable, the information required to
be reported under Regulation SBSR and
under the CFTC’s swap reporting rules.
However, the Commission believes that
it is possible to achieve a significant
degree of consistency without including
in final Rule 901 a detailed list of
required data elements for each
security-based swap. Rather than
enumerating a comprehensive list of
required data elements in the rule itself,
Rule 901 identifies broad categories of
information in the rule, and a registered
SDR’s policies and procedures are
required to identify specific data
elements that must be reported. The
Commission believes that the flexibility
afforded by Rule 901 will facilitate
harmonization of reporting protocols
and elements between the CFTC and
SEC reporting regimes. In identifying
the specific data elements that must be
reported, a registered SDR could, in
some instances, require reporting of the
same data elements that are required to
be reported pursuant to the CFTC’s
swap reporting rules, provided that
those data elements include the
information required under Rules 901(c)
and 901(d). In some cases, however, the
differences between the asset classes
under the Commission’s jurisdiction
and those under the CFTC’s jurisdiction
will require a registered SDR’s policies
and procedures to specify the reporting
of data elements different from those
required under the CFTC’s rules.

The Commission recognizes that
enumerating the specific data elements
required to be reported would be more
consistent with the approach taken by
the CFTC’s swap reporting rules.
Nevertheless, the Commission believes
that the flexibility afforded by the
category-based approach in adopted
Rule 901(c) could facilitate
harmonization. Accordingly, Rule
901(c), as adopted, continues to require
the reporting of broad categories of
security-based swap information to
registered SDRs, without enumerating
each data element required to be
reported (with a few exceptions,

described below).

b. Rule 901(c)(1)

Rule 901(c)(1), as re-proposed, would
have required reporting of the asset
class of a security-based swap and, if the
security-based swap is an equity
derivative, whether it is a total return
swap or is otherwise designed to offer
risks and returns proportional to a

the Exchange Act, is subject to the applicable
reporting and dissemination rules adopted by the
CFTC and SEC.

position in the equity security or
securities on which the security-based
swap is based. As described in detail
below, the Commission is making
several revisions to Rule 901(c)(1) in
response to comments. Among other
things, these revisions clarify the final
rules and eliminate certain unnecessary
elements and redundancies. Final Rule
901(c)(1), however, does not expand on
the types of data elements that must be
reported.

i. Elimination of the Reference to Equity
Derivatives

The Commission is eliminating the
reference to equity derivatives in final
Rule 901(c)(1). Under Regulation SBSR,
as proposed and re-proposed, it would
have been necessary to identify total
return swaps and other security-based
swaps designed to offer risks and
returns proportional to a position in an
equity security or securities, because
those security-based swaps would not
have been eligible for a block trade
exception.35 However, because the
Commission is not adopting block
thresholds or other rules relating to the
block trade exception at this time, it is
not necessary to identify security-based
swaps that are not eligible for a block
trade exception during the first, interim
phase of Regulation SBSR.36
Accordingly, the Commission is not
including in final Rule 901(c)(1) any
requirement to identify a security-based
swap as a total return swap or a
security-based swap otherwise designed
to offer risks and returns proportional to
a position in the equity security or
securities on which the security-based
swap is based.

ii. Product ID

Final Rule 901(c)(1) requires the
reporting of the product ID37 of a
security-based swap, if one is available.
If the security-based swap has no
product ID, or if the product ID does not
include the information enumerated in
Rule 901(c)(1)(i)—(v), then the

35Rule 907(b)(2)(i), as proposed and re-proposed,
would have prohibited a registered SDR from
designating as a block trade any security-based
swap that is an equity total return swap or is
otherwise designed to offer risks and returns
proportional to a position in the equity security or
securities on which the security-based swap is
based. As noted in the Regulation SBSR Proposing
Release, there is no delay in the reporting of block
transactions for equity securities in the United
States. Re-proposed Rule 907(b)(2)(i) was designed
to discourage market participants from evading
post-trade transparency in the equity securities
markets by using synthetic substitutes in the
security-based swap market. See Regulation SBSR
Proposing Release, 75 FR 75232.

36 See infra Section VIIL

37 See Rule 900(bb) (defining “product ID”” as “the
UIC assigned to a product”).

information specified in subparagraphs
(i)—(v) of Rule 901(c)(1) (discussed
below) must be reported. Rule 901(c)(1)
is designed to simplify the reporting
process for security-based swaps that
have a product ID by utilizing the
product ID in lieu of each of the
categories of data enumerated in Rule
901(c)(1)(1)—(v).

The Commission believes that the
product ID will provide a standardized,
abbreviated, and accurate means for
identifying security-based swaps that
share certain material economic terms.
In addition, the reporting and public
dissemination of the product ID could
enhance transparency because a
transaction report that used a single
identifier for the product traded could
be easier to read than a transaction
report that identified the product traded
through information provided in
numerous individual data fields. For
example, market observers would be
able to discern quickly that transaction
reports including the same product ID
related to trades of the same product.
Product IDs also could facilitate risk
management and assist relevant
authorities in analyzing systemic risk
and conducting market surveillance.
Furthermore, the Commission believes
that the development of security-based
swaps with standardized terms could
facilitate the development of product
IDs that would readily identify the
terms of these transactions.

Re-proposed Rule 901(c)(2) would
have required reporting of information
that identifies the security-based swap
instrument and the specific asset(s) or
issuer(s) of any security on which the
security-based swap is based. Proposed
Rule 900 defined “‘security-based swap
instrument” to mean ‘“‘each security-
based swap in the same asset class, with
the same underlying reference asset,
reference issuer, or reference index.” 38
In the context of final Rule 901(c), the
requirement to report the product ID, if
one is available, replaces, among other
things, the requirement in re-proposed
Rule 901(c)(2) to report information that
identifies the security-based swap
instrument and the specific asset(s) or
issuer(s) of any security on which the
security-based swap is based. For a
security-based swap that has no product
ID, Rule 901(c)(1)(i), as adopted,
requires reporting of information that
identifies the security-based swap,
including the asset class of the security-
based swap and the specific underlying
reference asset(s), reference issuer(s), or
reference index. Because the

38 This definition was re-proposed in the Cross-
Border Proposing Release without change as Rule
900(dd).
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information that was included in the
definition of security-based swap
instrument—i.e., the asset class and the
underlying reference asset, issuer, or
index—will be reported pursuant to
adopted Rule 901(c)(1)(i) or included in
the product ID, it is no longer necessary
to separately define “‘security-based
swap instrument.” Thus, final Rule 900
no longer contains a definition of
security-based swap instrument.

Although Rule 900, as proposed,
defined the term “product ID,” it did
not separately propose to define the
term ““product.” 39 Moreover, the
original definition of the term “unique
identification code” included the term
“product,” again without defining it.40
The Commission is now adopting a
specific definition of the term
“product.” Final Rule 900(aa) defines
“product” as “‘a group of security-based
swap contracts each having the same
material economic terms except those
relating to price and size.” Accordingly,
the definition of “product ID” in
adopted Rule 900(bb) is revised to mean
“the UIC assigned to a product.”

The key aspect of the term ““product”
is the classifying together of a group of
security-based swap contracts that have
the same material economic terms, other
than those relating to price and size.
The assignment of product IDs to groups
of security-based swaps with the same
material economic terms, other than
those relating to price and size, is
designed to facilitate more efficient and
accurate transaction reporting by
allowing reporting of a single product ID
in place of the separate data categories
contemplated by Rule 901(c)(1)(i)—(v).
Product IDs also will make
disseminated transaction reports easier
to read, and will assist the Commission
and other relevant authorities in
monitoring for systemic risk and
conducting market surveillance.

Although the price and size of a
security-based swap are material terms
of the transaction—and thus must be
reported, along with many other
material terms, to a registered SDR
pursuant to Rules 901(c) and 901(d)—
they do not help distinguish one

39Rule 900, as proposed, defined “product ID” to
mean “the UIC assigned to a security-based swap
instrument.” As discussed above, Rule 900, as
proposed, defined “security-based swap
instrument” to mean ‘‘each security-based swap in
the same asset class, with the same underlying
reference asset, reference issuer, or reference
index.”” Both of these definitions were re-proposed
in the Cross-Border Proposing Release without
change as Rules 900(x) and 900(dd), respectively.

40Rule 900, as proposed, defined UIC as “‘the
unique identification code assigned to a person,
unit of a person, or product. . .”” (emphasis
added). This definition was re-proposed in the
Cross-Border Proposing Release without change as
Rule 900(nn).

product from another. The same product
can be traded with different prices and
with different notional amounts. Thus,
by way of example and not of limitation,
if otherwise materially similar security-
based swaps have different currencies of
denomination, underlying assets, or
settlement terms, they are different
products for purposes of Regulation
SBSR and should have different product
IDs. An indicium of whether two or
more security-based swaps between the
same direct counterparties are the same
product is whether they could be
compressed or netted together to
establish a new position (e.g., by a
clearing agency or portfolio
compression service).4! If they cannot
be compressed or netted, this suggests
that there are material differences
between the terms of the security-based
swaps that do not permit the risks to be
fully offset.

The fact that the Commission is
requiring products to be distinguished
for purposes of regulatory reporting and
public dissemination even if a single
material economic term differentiates
one from another would not prevent the
Commission and market participants
from analyzing closely related products
on a more aggregate basis. For example,
products that were otherwise identical
but for different currencies of
denomination could still be grouped
together to understand the gross amount
of exposure created by these related
products (factoring in exchange rates).
However, a product ID system that was
not granular enough to separate
products based on individual material
differences would make it difficult or
impossible to analyze positions based
solely on those individual differences.
For example, if a product ID system
permitted otherwise similar security-
based swaps with different currencies of
denomination to be considered as the
same product, it would not be possible
to observe risk aggregations according to
their particular currencies.*2

Similarly, the Commission believes
that otherwise materially identical
security-based swaps with different
dates of expiration are different
products and therefore must have
different product IDs. Delineating
products by, among other things, date of
expiration will assist the Commission
and other relevant authorities in
developing a more precise analysis of
risk exposure over time. This feature of

41 See TriOptima Letter at 2, 5-6 (explaining the
portfolio compression process for uncleared swaps).

42 See ISDA/SIFMA at 10 (recommending that the
definition of “security-based swap instrument”
provide for more granular distinctions between
different types of transactions within a single asset
class).

the “product” definition is different
from the approach taken in the
originally proposed definition of
“security-based swap instrument,”
which specifically rejected distinctions
based on tenor.#3

In connection with these
requirements, the Commission notes the
part of the “product” definition
referring to a product as ““a group of
security-based swap contracts” (plural).
If a group of security-based swap
contracts is sufficiently standardized
such that they all share the same
material economic terms (other than
price and size), a registered SDR should
treat them as the same product and
assign them the same product ID. A
product could be evidenced, for
example, by the fact that a clearing
agency makes the group of security-
based swap contracts eligible for
clearing and will net multiple
transactions in that group of contracts
into a single open position. In contrast,
a security-based swap that has a
combination of material economic terms
unlike any other security-based swap
would not be part of a product group,
and the Commission believes that it
would be impractical to require
registered SDRs to assign a product ID
to each of these unique security-based
swaps. For such a security-based swap,
the transaction ID would be sufficient to
identify the security-based swap in the
registered SDR’s records and would
serve the same purpose as a product ID.

The product ID is one type of UIC. As
discussed more fully in Section X, infra,
Rule 903(a), as adopted, requires a
registered SDR to use a UIC, including
a product ID, assigned by an IRSS, if an
IRSS has been recognized by the
Commission and issues that type of UIC.
If an IRSS that can issue product IDs has
not been recognized by the Commission,
Rule 903(a) requires a registered SDR to
assign a product ID to that product
using its own methodology. Similarly,
final Rule 907(a)(5) requires a registered
SDR to establish and maintain written
policies and procedures for assigning
UICs in a manner consistent with Rule
903, which establishes standards for the
use of UICs.44

One commenter noted that, although
there likely will be global standards for
identification codes for certain data

43 The Commission is not expressing a view as to
whether products with different tenors might or
might not be considered together to constitute a
class of securities required to be registered under
Section 12 of the Exchange Act. See Section 12(a)
of the Exchange Act, 15 U.S.C. 78l(a); Section
12(g)(1) of the Exchange Act, 15 U.S.C. 78l(g); Rule
12g—1 under the Exchange Act, 17 CFR 240.12g—1.

44 See infra Section X(C) (discussing a registered
SDR’s policies and procedures relating to UICs).
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fields, such as the LEI, some global
identifiers will not exist.45 The
commenter believed that requiring
registered SDRs to create identifiers
would “result in bespoke
implementation among” registered
SDRs that would be of limited value
absent an industry standard.46 The
commenter recommended that the
Commission consider postponing a
requirement to establish identifiers
“until an international taxonomy exists
that can be applied consistently.” 47

The Commission agrees that a system
of internationally recognized product
IDs would be preferable to a process
under which registered SDRs assign
their own product IDs to the same
product. Nonetheless, the Commission
believes that the use of product IDs,
even product IDs created by registered
SDRs rather than by an IRSS, could
simplify security-based swap
transaction reporting and facilitate
regulatory oversight of the security-
based swap market. In addition, the
Commission believes that the
requirement for registered SDRs to
assign product IDs could provide
additional incentive for security-based
swap market participants to develop
industry-wide product IDs.48

One commenter stated that
“[iIndustry utilities should be
considered for assigning unique IDs for
transactions, products, and legal
entities/market participants.” 49 As

45 See DTCC V at 14.

46 1d.

47 Id. The use of identifiers is discussed more
fully in connection with Rule 903. See infra Section
X.

481n this regard, the Commission notes that one
commenter stated that a “newly formed ISDA cross-
product data working group, with representatives
from sell side and buy side institutions, will look
at proposed solutions and the practical implications
of unique identifiers for the derivatives industry.”
The commenters stated, further, that “ISDA is
committed to provide product identifiers for OTC
derivatives products that reflect the FpML standard.
. . . In the first instance, this work will focus on
product identifiers for cleared products. ISDA/
FpML is currently working on a pilot project with
certain derivative clearing houses to provide a
normalized electronic data representation through a
FpML document for each OTC product listed and/
or cleared. This work will include the assignment
of unique product identifiers.” ISDA/SIFMA I at 8—
9. In addition, the Commission notes that ISDA has
issued a white paper that discusses ways of creating
unique identifiers for individual products. See
ISDA, “Product Representation for Standardized
Derivatives” (April 14, 2011), available at http://
www2.isda.org/functional-areas/technology-
infrastructure/data-and-reporting/identifiers/upi-
and-taxonomies/ (last visited September 22, 2014),
at 4 (stating that one goal of the white paper is to
“[slimpliffy] . . .the trade processing and reporting
architecture across the marketplace for the
standardized products, as market participants will
be able to abstract the trade economics through
reference data instead of having to specify them as
part of each transaction”).

49ISDA/SIFMA I at 8.

discussed in Section X(B)(2), infra, the
Commission is recognizing the Global
LEI System (“GLEIS”), an industry
utility administered by the Regulatory
Oversight Committee (“ROC”), as
meeting the criteria specified in Rule
903, as adopted. The GLEIS and this
comment are discussed in Section
X(B)(2), infra.

iii. Rule 901(c)(1)(d)

Rule 901(c)(1) requires that, ifa
security-based swap has no product ID,
or if the product ID does not include the
information identified in Rule
901(c)(1)(i)—(v), the information
specified in Rule 901(c)(1)(i)—(v) must
be reported. Final Rule 901(c)(1)(i)-(v)
incorporates, with some modifications,
information that would have been
required under paragraphs (c)(1), (2),
(5), (), (8), and (12) of re-proposed Rule
901, and re-proposed Rule 901(d)(1)(iii).

Rule 901(c)(1)(i), as adopted,
generally requires the reporting of
information that would have been
required to be reported under re-
proposed Rules 901(c)(1) and 901(c)(2).
Re-proposed Rule 901(c)(1) would have
required, in part, reporting of the asset
class of a security-based swap.5° Re-
proposed Rule 901(c)(2) would have
required the reporting of information
identifying the security-based swap
instrument and the specific asset(s) or
issuer(s) on which the security-based
swap is based. Re-proposed Rule
900(dd) would have defined “security-
based swap instrument” as “‘each
security-based swap in the same asset
class, with the same underlying
reference asset, reference issuer, or
reference index.” Rule 901(c)(1)(i), as
adopted, requires the reporting of
information that identifies the security-
based swap, including the asset class of
the security-based swap and the specific
underlying reference asset(s), reference
issuer(s), or reference index. Although
the defined term “‘security-based swap
instrument” is being deleted from
Regulation SBSR for the reasons
discussed in Section VII(B)(3), infra,
final Rule 901(c)(1)(i) retains the
requirement to report the underlying
reference asset(s), reference issuer(s), or

50“Asset class” is defined as ““those security-
based swaps in a particular broad category,
including, but not limited to, credit derivatives and
equity derivatives.” See Rule 900(b), as adopted. As
proposed and re-proposed, the definition of “asset
class” also would have included loan-based
derivatives. However, because loan-based
derivatives can be viewed as a form of credit
derivative, the Commission has removed the
reference to loan-based derivatives as a separate
asset class and adopted the definition noted above.
This revision aligns the definition of “asset class”
used in Regulation SBSR with the definition used
in the SDR Adopting Release.

reference index for the security-based
swap, as well as the asset class of the
security-based swap.

The Commission received no
comments regarding the information
required to be reported in Rule
901(c)(1)(i). As stated in the Regulation
SBSR Proposing Release, the
Commission believes that the reporting
and public dissemination of information
relating to the asset class of the security-
based swap would provide market
participants with basic information
about the type of security-based swap
(e.g., credit derivative or equity
derivative) being traded.5! Similarly, the
Commission believes that information
identifying the specific reference
asset(s), reference issuer(s), or reference
index of any security on which the
security-based swap is based is
fundamental to understanding the
transaction being reported, and that a
transaction report that lacked such
information would not be meaningful.52
Accordingly, Rule 901(c)(1)(i), as
adopted, includes the requirement to
report this information.

iv. Rules 901(c)(1)(ii) and (iii)

Re-proposed Rules 901(c)(5) and
901(c)(6) would have required the
reporting of, respectively, the effective
date of the security-based swap and the
scheduled termination date of the
security-based swap. These
requirements are incorporated into
adopted Rules 901(c)(1)(ii) and (iii),
which require the reporting of,
respectively, the effective date of the
security-based swap and the scheduled
termination date of the security-based
swap. The Commission received no
comments regarding the reporting of
this information. As stated in the
Regulation SBSR Proposing Release, the
Commission believes that information
specifying the effective date and the
scheduled termination date of the
security-based swap is fundamental to
understanding the transaction being
reported, and that a transaction report
that lacked such information would not
be meaningful.53 Accordingly, final
Rules 901(c)(1)(ii) and (iii) include the
requirement to report the effective date
and the scheduled termination date,
respectively, of the security-based swap.

v. Rule 901(c)(1)(iv)

Re-proposed Rule 901(c)(8) would
have required the reporting of any fixed
or floating rate payments of a security-
based swap, and the frequency of any
payments. Re-proposed Rule

51 See 75 FR 75213.
52 See id. at 75214.
53 See id.


http://www2.isda.org/functional-areas/technology-infrastructure/data-and-reporting/identifiers/upi-and-taxonomies/
http://www2.isda.org/functional-areas/technology-infrastructure/data-and-reporting/identifiers/upi-and-taxonomies/
http://www2.isda.org/functional-areas/technology-infrastructure/data-and-reporting/identifiers/upi-and-taxonomies/
http://www2.isda.org/functional-areas/technology-infrastructure/data-and-reporting/identifiers/upi-and-taxonomies/

Federal Register/Vol. 80, No. 53/ Thursday, March 19, 2015/Rules and Regulations

14573

901(d)(1)(iii) would have required the
reporting of the amount(s) and
currenc(ies) of any up-front payment(s)
and a description of the terms and
contingencies of the payment streams of
each direct counterparty to the other. In
the Regulation SBSR Proposing Release,
the Commission noted that the terms of
any fixed or floating rate payments and
the frequency of any payments are
among the terms that would be
fundamental to understanding a
security-based swap transaction.>¢ One
commenter echoed the importance of
information concerning the payment
streams of security-based swaps.55

Another commenter stated that
proposed Rule 901(d)(1)(iii) was unclear
about the proposed form of the
description of the terms and
contingencies of the payment streams,
and that the requirements of proposed
Rule 901(d)(1)(iii) appeared to be
duplicative of proposed Rule
901(d)(1)(v), which would have required
reporting of the data elements necessary
for a person to determine the market
value of the transaction.56 The
commenter also suggested that the
Commission consider the utility of
requiring reporting of the terms of fixed
or floating rate payments, as required by
re-proposed Rule 901(c)(8).57

The Commission continues to believe
that, for a security-based swap that
provides for periodic exchange of cash
flows, information concerning those
payment streams is fundamental to
understanding the terms of the
transaction. The Commission
acknowledges, however, that re-
proposed Rules 901(c)(8), 901(d)(1)({ii),
and 901(d)(v) contained overlapping
requirements concerning the payment
streams of a security-based swap.
Accordingly, the Commission is revising
Rules 901(c) and 901(d) to streamline
and clarify the information required to
be reported with respect to the payment
streams of a security-based swap.

Specifically, final Rule 901(c)(1)(iv)
requires the reporting of any
standardized fixed or floating rate
payments, and the frequency of any
such payments. As discussed more fully

54 See id.

55 See Benchmark Letter at 1 (stating that “[t]he
reference data set [for a security-based swap] must
include standard attributes necessary to derive cash
flows and any contingent claims that can alter or
terminate payments of these contracts. . .. Without
these critical pieces of information, users of the
trade price dissemination service will be unable to
accurately assess reported values”).

56 See DTCC II at 10. See also DTCC V at 12
(requesting additional clarity with respect to the
requirement to report the contingencies of the
payments streams of each direct counterparty to the
other).

57 See DTCC V at 11.

in Section II(C)(3)(d), infra, final Rule
901(d)(3) requires the reporting of
information concerning the terms of any
fixed or floating rate payments, or
otherwise customized or non-
standardized payment streams,
including the frequency and
contingencies of any such payments, to
the extent that this information has not
been reported pursuant to Rule
901(c)(1). Thus, Rule 901(c)(1)(iv)
requires the reporting of information
concerning standardized payment
streams, while Rule 901(d)(3) requires
the reporting of information concerning
customized payment streams. In
addition, as discussed more fully below,
final Rule 901(d)(5) requires reporting of
any additional data elements included
in the agreement between the
counterparties that are necessary for a
person to determine the market value of
the transaction, to the extent that such
information has not already been
reported pursuant to Rule 901(c) or
other provisions of Rule 901(d). The
Commission believes that these changes
to Rules 901(c) and 901(d) will avoid
potential redundancies in the reporting
requirements and will clarify the
information required to be reported with
respect to the payment streams of a
security-based swap.

Like other primary trade information
reported pursuant to Rule 901(c),
information about standardized
payment streams reported pursuant to
Rule 901(c)(1)(iv) will be publicly
disseminated. The Commission
envisions that, rather than
disseminating such information as
discrete elements, this information
could be inherent in the product ID of
a security-based swap that has a product
ID. Information concerning non-
standard payment streams that is
reported pursuant to Rule 901(d)(3), like
other secondary trade information, will
be available for regulatory purposes but
will not be publicly disseminated. Re-
proposed Rule 901(c)(8) would have
required reporting of the terms of any
fixed or floating rate payments,
standardized or non-standardized, and
the frequency of such payments, and re-
proposed Rule 902(a) would have
required the public dissemination of
that information. In addition, as noted
above, one commenter discussed the
importance of the availability of
information concerning payment
streams.58 Nonetheless, the Commission
believes that public dissemination of the
non-standard payment terms of a
customized security-based swap would
be impractical, because a bespoke
transaction by definition could have

58 See supra note 55.

such unique terms that it would be
difficult to reflect the full material terms
using any standard dissemination
protocol. In addition, it is not clear that
the benefits of publicly disseminating
information concerning these non-
standard payment streams would justify
the costs of disseminating the
information. However, the Commission
will have access to regulatory reports of
such transactions, which should
facilitate regulatory oversight and assist
relevant authorities in monitoring the
exposures of security-based swap
market participants. Accordingly, Rule
901(d)(3), as adopted, requires the
reporting of information concerning the
terms of any non-standard fixed or
floating rate payments, or otherwise
customized or non-standardized
payment streams, including the
frequency and contingencies of any
such payments.

One commenter expressed the view
that, without further clarification,
market participants could adopt
different interpretations of the
requirement in re-proposed Rule
901(c)(8) to report the terms of fixed or
floating rate payments, resulting in
inconsistent reporting to registered
SDRs; the commenter recommended,
therefore, limiting the reportable fields
to tenor and frequency, where
applicable.5?

The Commission shares the
commenter’s concerns that, without
guidance, market participants could
adopt different interpretations of the
requirement to report the terms of fixed
or floating rate payments. The
Commission notes, however, that final
Rules 907(a)(1) and 907(a)(2) require a
registered SDR to establish and maintain
written policies and procedures that
enumerate the specific data elements
that must be reported and that specify
the protocols for submitting
information, respectively. The
Commission be